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Notice of Ransomware Incident at Overseas Consolidated Subsidiary  

(Second Report) 
 

 

As Diamond Electric Holdings Co., Ltd. (“the Company”, Head Office: Osaka, President and CEO: 

YuuRi Ono) reported in its announcement dated September 26, 2025, its consolidated subsidiary, Thai 

Diamond & Zebra Electric Co., Ltd. ("Thai Diamond & Zebra Electric"), experienced a cyberattack, 

specifically a ransomware incident. 

 

Cybersecurity is a critical imperative for all enterprises regardless of whether it directly impacts end-

user customers. The company has at last surmounted its cybersecurity vulnerability and successfully 

resolved this incident, demonstrating the inherent resiliency and adaptability as a provider of “resilience 

products”.  

 

The Company recognizes that cybersecurity is never perfect or complete. That is why the Company 

continuously strive for “resilience”, the ability to recover from adversity and maintain flexibility in times 

of crisis. 

 

1. Current Status 

 This incident has not caused any impact on production operations. Furthermore, expert 

investigation confirmed no information leakage has been confirmed. 

 

 While some data on the affected servers was encrypted by the ransomware attack, operations 

have been fully restored using backup data. 

 

2. Impact on Financial Results 

 This incident is expected to have no impact on the Company's consolidated financial results. 

 

Note: This document is a translation of the original Japanese version. In the event of any discrepancy between the 

meaning or wording of the English version and the Japanese version, the meaning or wording of the Japanese version 

shall prevail. 


